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Abstract

In the modern digital world, various digital products are introduced or developed every
day. In parallel with the ongoing digitalization process in the world, the banking and financial
sector is developing such an important technological innovation that will simplify the life of the
customer as much as possible. Such is open banking, the idea of which is to collect information
based on the user's consent and transfer it to third parties, in exchange for offering unique services.
Open banking is a regulation that creates a safe and secure ecosystem. In the present work, the
main research topic, the research questions surrounding it, the answers to which were given step
by step in the research process, are posed. The relevance of the topic and its direct connection
with the development of the modern digital world are justified in the introduction. As part of the
literature review, various academic or scientific sources were considered, such as publications,
papers, articles, annual reports of companies and studies developed based on the examples of
different countries. The research methodology was defined as a mixed method, which means
conducting both quantitative and qualitative research methods. 100 respondents were
interviewed online using the quantitative research method, and in-depth interviews with
industry experts were selected for the qualitative research method, namely 4 respondents, each of

them represented an organization participating in the Open Banking project.

The results of the quantitative research revealed the public's readiness to participate in
open banking, and also established the main threats that, in their opinion, accompany the process
of open banking. Most of the respondents would like to get some knowledge for such
technological innovations. In the results of the qualitative research, each organization
summarized the development path of open banking, as well as formulated the main problems

obtained from customer feedback and set future plans.



The aim of the paper is to raise awareness of the research topic, to determine the
population's attitude towards open banking, to reveal possible threats and advantages.

Comprehensive information on all this can be found in the mentioned paper.

Key Words: Open banking, fintech, database, user experience, open finance, regulation,

authentication.



